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7.2 Documentazione relativa a gare d’appalto





presente Manuale di Gestione (MdG) con l9obiettivo di descrivere 

documentale dell9ente e, dall9altro, rappresentare le funzionalità disponibili per tutti gl

esterni che si relazionano con l9ente.

● le modalità informatiche di formazione e scambio dei documenti dell9

●

● l9utilizzo del sistema di gestione documentale;

● l9uso del Piano di classificazione e del Piano di fascicolazi

●

●

●

Romagna, all9interno 

della Sezione <Amministrazione trasparente= nella sottosezione <Disposizioni generali > Atti generali > Manuale di 

Gestione documentale=

La normativa di riferimento per la gestione dei documenti informatici all9interno della pubblica amministrazione è 

●

● Codice dell’Amministrazione digitale –

● –

●

–



●

● –

● –

● –

●

●

norme sull9accesso civico generalizzato (FOIA);

●

●

cesso civico di cui all9art. 5 co. 2 del D.Lgs.. 33/2013;

●

●

● Legge sull’accessibilità – Disposizioni per favorire l9accesso dei disabili agli 

● Decreto del Ministro dell’Economia e delle Finanze 17 giugno 2014: 

5. Circolare dell9Agenzia per l9Italia Digitale 

● Decreto del Ministro dell’Economia e delle Finanze 3 aprile 2013, n. 55

dell9art. 1, commi da 209 a 213, della Legge 24 dicembre 2007, n. 244;

●



●

●

art. 17 decreto legislativo 7 marzo 2005, n. 82 <Codice dell9amministrazione digitale=;

●

●

●

recante <Regole tecniche in materia di generazione, apposizione e verifica delle firme elettroniche avanzate, 

lificate e digitali=;

●

recante <Regole tecniche per il protocollo informatico ai sensi degli articoli 40

dell9Amministrazione digitale di cui al decreto legislativo n. 82=, così come modificato dal decreto legislativo 26 

ed è stato pubblicato sul sito istituzionale nell9 area 

<Amministrazione trasparente= prevista dall9art. 9 del D.Lgs.. 33/2013. 

ali e dell9archivio corrente.

dell9evoluzione tecnologica e dell9obsolescenza degli oggetti e strumenti utilizzati. Allo stesso modo anche i processi e 



introduzione di nuove pratiche tendenti a migliorare l9operatività dell9ente in termini di efficacia, efficienza e 

sostanziali modifiche apportate nell9ambito dell9architettura del sistema e delle singole 

fornendo ogni informazione utile all9assunzione della relativa deliberazione. Gli allegati del presente docu

sul sito web dell9amministrazione.



L9ente ha scelto di configurarsi, ai fini della gestione documentale

denominata AREA ORGANIZZATIVA GENERALE (di seguito AOO), composta dall9insieme di unità organizzative articolate 

nell9ALLEGATO 3, < =, e di

indipendenza dalle dinamiche di riorganizzazione dell9ente;

semplificazione dell9iter documentale.

Per la protocollazione dei documenti in entrata si è adottato un modello operativo di tipo centralizzato presso l9Ufficio 

Ai sensi dell9art. 61.1 del DPR 28 dicembre 2000 n. 445 

Servizio per la tenuta del protocollo informatico, per la gestione dei flussi documentali e degli archivi e, ai sensi dell9ar

La struttura organizzativa che ne ha la responsabilità è l'Ufficio Segreteria, Protocollo, Comunicazione, nell9ambito della 



–

n. 99 del 21 dicembre 2022 (ALLEGATO 4) il ruolo di Responsabile del <servizio per la tenuta del protocollo informatico, 

lla gestione dei flussi documentali e degli archivi= (Responsabile della gestione documentale).

●

● l9avvenuta eliminazione dei protocolli di settore (i registr

●

misure di sicurezza predisposte dall9AgID e dagli altri organismi preposti; 

disposizioni in materia di protezione dei dati personali in linea con l9analisi del rischio fatta; 

eria di continuità operativa dei sistemi informatici predisposti dall9

●

documentazione relativa all9u dell9hardware e software in uso all9ente (es. manuali d9uso);

●

9

Al Responsabile della gestione documentale spetta, altresì, l9invio periodico all9archivio di deposito e/o al sistema di 

conservazione dei fascicoli e delle serie documentarie relative a procedimenti anche non conclusi, e l9elaborazione e 



Il Responsabile, per l9esercizio delle

ricata di curare l9insieme delle attività finalizzate alla conservazione 

Al Responsabile della conservazione compete l9insieme delle seguenti attività descritte nelle Linee Guida 

attività che il Titolare dell9oggetto di conservazione svolge 

effettua la verifica periodica, con cadenza non superiore ai cinque anni, dell9integrità e della leggibilità dei 

l9accesso ai documenti informatici, adotta misure per rilevare 

tempestivamente l9eventuale degrado dei sistemi di memorizzazione e delle registrazioni e, ove necessario, 

adotta analoghe misure con riguardo all9ob

provvede alla duplicazione o copia dei documenti informatici in relazione all9evolversi del contesto tecnologico, 

l9assistenza e le risorse necessarie per l9espletamento delle attività al medesimo attribuite;

li organismi competenti previsti dalle norme vigenti l9assistenza e le risorse necessarie per 

l9espletamento delle attività di verifica e di vigilanza;



strumenti che ne garantiscono la consultazione, rispettivamente all9Archivio centrale dello Stato e agli archivi 

di Stato territorialmente competenti, secondo le tempistiche fissate dall9art. 41, comma 1, del Codice dei beni 

di conservazione e ne cura l9aggiornamento periodico in presenza di cambiamenti 

europea, nelle Linee guida di cui all9art 71 del CAD relative alla formazione, gestione e conservazione dei document

riguardo all9esigenza di assicurare la conformità dei documenti conservati agli originali nonché 

revisto dall9art. 17 del CAD.

Le funzioni del Responsabile della transizione al digitale sono elencate dal comma 1 dall9articolo 17 del CAD, che 

attribuisce all9Ufficio per la transizione digitale i compiti relativi a:

●

●

●

●

●

●

●



●

●

●

●

9Informatica nella Pubblica Amministrazione

L9elenco è da considerarsi 

● costituire tavoli di coordinamento con gli altri dirigenti dell9amministrazione e/o referenti nominati da questi 

●

● proporre l9adozione di circolari e atti d

L9art. 1 comma 1 lettera r) del Dpr 445 del 2000 definisce il Sistema di gestione informatica dei documenti come: 

<l'insieme delle risorse di calcolo, degli apparati, delle reti di comunicazione e delle procedure informatiche

dalle amministrazioni per la gestione dei documenti=.

Romagna utilizza il sistema di protocollo informatico < –

documentale” ) realizzato e fornito da Infocamere Scpa nell9ambito 

l9amministrazione. Le principali componenti di GEDOC sono riportate nell9allegato al presente documento.



GEDOC si interfaccia con gli applicativi usati dall9amministrazione per la gestione di determinati processi e/o 

gestione documentale adottati. L9elenco di tali applicativi è riportato nell9allegato [ALLEGATO 9]

● l9identificabilità del soggetto che ha formato il documento nell9ambito dell9AOO;

●

● l9idoneità dei documenti ad essere gestiti mediante strumenti informatici e ad essere registrati mediante il 

● l9accesso ai documenti informatici tramite sistemi informa

●

–

compliance dell9ente.

svolte e l9efficacia e l9adeguatezza delle misure concretamente adottate. 

rispondano ai principi di liceità dettati dall9art. 5 GDPR, ossia che i dati siano:

https://www.garanteprivacy.it/regolamentoue/DPIA/gestione-del-rischio


e, di ricerca scientifica o storica o a fini statistici non è, conformemente all9art. 89, par. 1, considerato 

incompatibile con le finalità iniziali (<limitazione della finalità=);

(basi giuridiche) elencati dall9art.6 GDPR per quanto concerne i dati personali c.d. <comuni= (a titolo d9esempio, dati 

anagrafici e dati di contatto), all9art. 9 per le categorie particolari di dati e all9art. 10 per i dati relativi a condanne 

riportate nel Piano di conservazione delle Camere di Commercio, di cui all9art. 68 del Dpr 445/2000, fatto salvo l9ulteriore 

conformemente a quanto previsto dall9art. 89, par. 1, GDPR e delle norme del Codice dei Beni Culturali (artt –

I documenti sono conservati nell9archivio nel rispetto delle misure tecniche e organizzative previste dalla normativa a 



Strettamente correlato al principio di accountability, e indispensabile a tal fine, è l9obbligo imposto dall9art. 30 GDPR in 

ordine alla tenuta e all9aggiornamento del Registro delle attività di trattamento, in quanto strumento idoneo a fornire 

quadro aggiornato dei trattamenti in essere all9interno della propria organizzazione, indispensabile per ogni attività 

I contenuti minimi del Registro previsti dall9art. 30

Il Registro adottato dall9Unione Regionale è il frutto dell9attività di analisi dei processi dell9Ente condotta inizialmente 

ati all9art. 30 GDPR, ulteriori elementi di dettaglio e descrittivi 

indispensabili, in ottica di accountability, all9ente per documentare ed argomentare coerentemente le proprie scelte ed 

particolare l9ente ha implementato il proprio 

●

●

●

●

●

●

●

●

●

●

●

●



●

●

●

●

●

●

●

●

●

●

●

nell9ambito della 

trattamento di dati personali, occorre prestare la massima attenzione all9assegnazione dei poteri di accesso, 

ca, eliminazione (etc.) dei dati trattati dall9ente, al solo personale che necessita effettivamente di 

● Romagna è autorizzato  al trattamento ai sensi dell9art. 2

dall9Organigramma aziendale;

●

●

è tenuta a definire, nell9ambito della 

trattamento di dati personali, occorre prestare la massima attenzione all9assegnazione dei poteri di accesso, 

inserimento, modifica, eliminazione (etc.) dei dati trattati dall9



● Romagna è autorizzato  al trattamento ai sensi dell9art. 2

dall9Organigramma aziendale;

●

dati  viene aggiornato periodicamente dall9ente e garantisce che:

●

●

l9adozione di idonee e preventive misure di sicurezza, i rischi di distruzione o perdita, anche accidentale, di 

●

● gli atti, i documenti e i dati, in relazione alle conoscenze acquisite in base all9evoluzione tecnologica, alla loro 

mediante l9adozione di idonee e preventive misure di sicurezza, i rischi di distruzione o perdita anche 

●

●

●

●

●

● estione delle postazioni individuali e mantenimento della scrivania e schermo puliti (mediante apposita <

=);



●

● iferimento sia all9esecuzione, sia alla gestione delle copie di back

● impiego e manutenzione di un adeguato sistema antivirus e di gestione dei <moduli= (patch e service pack) 

●

●

della conservazione, il Responsabile dell9ufficio per la transizione al digitale e, acquisito il parere del Responsabile dell

delle misure minime di sicurezza ICT emanate dall9AgID con circolare del 18 aprile 2017, n. 2/2017.

ovvero secondo la posizione che rivestono all9interno del

Ciascun dipendente dell9amministrazione è in possesso di credenziali di accesso, consegnate previa identificazione dei 

soggetti stessi, in modo da creare un9associazione univoca tra identità fisica e identità 

Il sistema di gestione documentale consente il controllo differenziato dell9accesso alle risorse di sistema per c

utente o gruppi di utenti, permettendo altresì di tracciare tutte le operazioni svolte individuandone, all9occorrenza, 

l9autore.

● à̀

● à̀

l9Organigramma GEDOC [ALLEGATO 3].

Il sistema consente il controllo differenziato dell9accesso alle risorse di sistema per ciascun utente in base al profilo 



uiscono l9archivio 

ginali dei propri atti come documenti informatici, ai sensi dell9art. 40, comma 

produzione sostituisce quella dell9originale e hanno piena efficacia ai sensi degli articoli 2714 e 2715 del codice civile, s

formati ai sensi dell9articolo 20, comma 1

− edazione tramite l9utilizzo di appositi strumenti software, in particolare sono in dotazione gli strumenti della 

−

−

−

−

−

documentazione, resi disponibili ai dipendenti, che stabiliscono il <layout= (compreso i font). L9utilizzo dei model

riferimento e il rispetto di apposite linee guida assicurano la formazione dei documenti prodotti dall9amministrazione 

I documenti dell9AOO sono prodotti con l9ausilio di applicativi che possiedono i requisiti di leggibilità, interscambiabilità, 

All9atto del caricamento del documento nel sistema di gestione documentale è previsto l9inserimento almeno di un set 



Romagna fornisce la firma digitale ai soggetti da essa delegati a rappresentarla per l9espletamento 

all9attuazione della normativa relativa alla gestione dei documenti informatici.

Il servizio di posta elettronica è disponibile per tutti gli utenti dell9ente che vengono dotati di una casella di posta 

dipendenti, l9indirizzo di posta elettronica è costituito dall9account utente di dominio con l9aggiunta del suffisso 

izzate delle caselle di servizio funzionali all9attività lavorativa delle singole 

Per le attività di registrazione di protocollo di documenti provenienti dall9esterno che erroneamente vengano indirizzate 

Romagna è prevista la trasmissione alla PEO dell9ufficio protocollo 

L9ente utilizza la PEC quale sistema gestionale e di comunicazione, ai sensi della normativa vigente, in grado di attestare 

l9invio e l9avvenuta consegna di un messaggio di posta elettronica e di fornire ricevute opponibil

comunemente è identificato attraverso l9estensione del file. 

L9obsolescenza dei formati dei file

enere il rischio di obsolescenza occorre utilizzare formati il più possibile <aperti=, liberamente utilizzabili e non 



Di conseguenza, per la creazione e formazione dei documenti nell9AOO si usano i formati della suite di Office Microsoft 

convertiti in formato PDF/A all9atto del caricamento sul Sistema di gestione documentale GEDOC, 

viene richiesto l9invio di 

Nell9ambito dei formati dei file trattati non sono ammessi codici integrati quali le cd. <macro= o cifrature dei contenuti, 

all9ALLEGATO 12.

I formati compressi (generalmente distinguibili per l9estensione .zip e .rar) possono essere utilizzati solo nel caso in cui 

i file in essi contenuti sono nei formati accettati dall9ente.

tati nell9Allegato 1 del Manuale di conservazione.

a valore legale verranno sottoscritti con firma digitale. Le firme digitali adottate dall9ente sono nei formati CAdES e 

l9apposizio

In ottemperanza alle disposizioni del CAD, l9ente gestisce i documenti analogici solo laddove risulti indispensabile nei 

essere digitalizzati ed inseriti all9interno del fascicolo cui si riferiscono ai sensi del prese



documento così acquisito dovrà essere certificato conforme all9originale ai sensi dell9art. 22, comma 2, D.Lgs. 

domicilio digitale con l9indicazione del nominativo del soggetto che ha formato il documento, ai sensi dell9art. 

o l9obbligo di conservazione 

informatica del documento analogico all9interno del fascicolo di pertinenza. Il documento acquisito

informatico. Viene utilizzata in tutti quei casi in cui la natura dell9attività non richieda particolari tutele sul piano 



predisposta secondo le disposizioni di cui all9articolo 3 del decreto legislativo 12 

39.  La firma autografa sostituita a mezzo stampa consiste nell9indicazione a stampa della fonte e del 

, nonché dell9eventuale dicitura che specifica che il documento informatico da cui 

to prodotto ed è conservato dall9

La firma a stampa può essere utilizzata solo nei rapporti tra l9



• (mittente esterno e destinatario interno), si intende un documento acquisito dall9AOO 

nell9esercizio delle proprie funzioni e proveniente da

•

interne dell9AOO nell9esercizio delle proprie funzioni, che ha rilevanza informativa e/o giuridico

•

●

●

●

●

●

L9ente assicura l9accettazione dei documenti informatici inviati ai suoi uffici

In tutti gli altri casi, laddove il documento inviato o consegnato all9ammini

dell9invio in uno dei formati indicati nell9elenco o in altro formato concordato. In ogni ca

L9aggiornamento dell9elenco dei formati dei documenti elettronici –

dell9amministrazione

●

●

● consegna diretta <brevi manu=

L9accettazione della corrispondenza, recapitata in una delle modalità sopra indicate, avvi

• l9Ufficio Segreteria, Protocollo, Comunicazione.



o può procedere all9accettazione di specifici documenti anche al di fuori delle 

Corrispondenza riportante la dicitura <Riservato= o

<Personale= o corrispondenza valutata come tale è trasmessa all9interessato 

si procede all9assegnazione 

Su richiesta dell9interessato viene rilasciata 

ranno far pervenire i messaggi all9Ufficio Protocollo, verificandone 

La procedura da seguire prevede che l9utente scarichi sul proprio pc il messaggio ricevuto (.eml) e lo alleghi all9email da 

izzare alla PEO dell9Ufficio protocollo (protocollo@rer.camcom.it): in questo modo verrà preservata l9integrità del 

Quando i documenti informatici pervengono all9indirizzo istituzionale di posta elettronica certificata, di norma gli addetti 

dell9Ufficio protocollo che la consulta giornalmente e valuta, in base alle regole definite 

Il sistema GEDOC assicura l9automatica verifica di ricezione di eventuali nuovi messaggi di posta 

L9accesso alla casella PEC può essere effettuato con frequenza maggiore in caso di particolari circostanze (es. nei giorni 

comunicazione non di competenza dell9ente, l9addetto al protocollo 

l9indicazione della pubblica amministrazione a cui 



ll9utente potrà essere inviata copia semplice 

Nel caso in cui si renda necessario nel corso dell9attività di sportello, gli operatori possono procedere alla consegna a 

mano di copia analogica dell9originale informatico ai cittadini sprovvisti di domicilio digitale. In ogni caso, all9interno del 

sistema GEDOC, l9operatore dovrà indicare le modalità di spedizione/consegna del documento all9utente.

generale dell9ente.

Nel caso in cui i documenti vengano messi a disposizione dell9ente destinatario in ambiente cloud, verrà inviata apposita 

comunicazione, da protocollare in uscita, contenente l9elenco dei file 

La Posta Elettronica Certificata (PEC) è il vettore privilegiato di relazioni con l9esterno; pertanto, nel caso in cui il 

e definito dall9art. 44 del Regolamento (UE) n 910/2014 valido 



L9art. 3 bis del CAD prevede che le pubbliche amministrazioni, i gestori di servizi pubblici, le società a controllo pubblico

●

●

L9Indice dei domicili digitali d

sviluppo economico il pubblico elenco, denominato <Indice nazionale dei domicili digitali (INI

previsto dall9art. 6 comma 1 del CAD.  

medesimo. La data e l9ora di trasmissione e ricezione del documento informatico sono opponibili a terzi.

I documenti interni, cioè i documenti prodotti e destinati all9interno dell9AOO sono formati con tecnologie 

modo che ne rimanga traccia, e non sussiste l9obbligo della sottoscrizione e della protocollazione. Il funzionario che 

de condividere con un9altra UO un documento lo assegna alla stessa per conoscenza.



Per registrazione si intende l9insieme delle procedure, elementi e strumenti attraverso i quali i documenti vengono 

ità di pubblico ufficiale ed è garante dell9effettiva ricezione e spedizione dei documenti. La 

registrazione di protocollo certifica l9acquisizione o la spedizione in data certa di ciascun documento prodotto o ricevuto, 

configura per la Amministrazione come un9attività obbligatoria.

La registrazione di protocollo attesta l9esistenza di un determinato documento all9interno di GEDOC 

dall9ente, che soddisfano i requisiti di competenza soggettiva e oggettiva e hanno un oggetto che riguarda le funzioni di 

l9ente è competente. 

•

•

• 9ente

•

•

•

•

•

•

•

•

•

• inviti a manifestazioni che non danno adito ad un9eventuale 

• i documenti già soggetti a registrazione particolare da parte dell9

•

ianze, &);



•

•

•

La registrazione di protocollo è l9insieme delle informazioni fondamentali relative al contenuto, all9autore e alla modalità 

esta operazione ha lo scopo di descrivere il documento, individuandolo in modo univoco e di formalizzarne l9ingresso 

nel sistema documentale rendendone certa l9identificazione e il momento di formazione o entrata.

n l9ausilio della componente applicativa di <Protocollo= nell9ambito del Sistema 

di gestione documentale GEDOC, nell9orario che va di norma dal lun. al giov. dalle 09.00 alle 16.00, il ven. dalle ore 09.00 

Le modalità operative di protocollazione sono riportate nel <Manuale utente= di GEDOC, reso disponibile agli utenti.



dall9articolo 53 del DPR 445/2000, mediante la memorizzazione obbligatoria delle seguenti informazioni:



numero di protocollo dell9

data di arrivo presso l9

note dell9operatore

Per favorire l9intelligibilità dei contenuti e agevolare la ricerca, le modalità di inserimento dei dati relativi a mittente,

La segnatura di protocollo è l9apposizione o l9associazione al documento, in forma permanente e non modificabile, delle 

L9articolo 55, comma 1, del DPR 445/2000 individua le informazioni che caratterizzano la segnatura di protocollo, 

identificativo dell9amministrazione;

9Unione Regionale 



●

●

<segnatura.xml= contenente 

Le operazioni di annullamento possono riguardare l9intera registrazione (annullamento di informazioni generate 

In base alla normativa vigente le uniche informazioni modificabili di una registrazione di protocollo sono l9assegnazione 

interna all9ente e la classificazione.

seguita la procedura prevista per l9annullamento delle registrazioni di protocollo.

Annullamento dell’i

modificabile, l9annullamento anche di una sola di esse determina l9automatico e contestuale annullamento dell9intera 

L9operazione di annullamento è autorizzata ed eseguita a cura del RDG su formale richiesta dell'UO che ha effettuato la 

La richiesta deve riportare il numero e la data di protocollo da annullare e i motivi dell9annulla

Di seguito, i casi esemplificativi che possono richiedere l9annullamento di una registrazione di protocollo:

● registrazioni di documenti che non sono di competenza dell9

●

é́

dell9autorizzazione all9an



In tale ipotesi, la dicitura <annullato= è visibile nel dettaglio del documento sul sistema GEDOC, unitamente a tutte le 

non sia possibile procedere all9immediata registrazione di tutta la corrispondenza 

con un motivato provvedimento l9uso del protocollo

Il protocollo differito consente la normale registrazione dei documenti con l9evidenziazione della data effettiva di arrivo 

La numerazione si chiude al 31 dicembre di ogni anno e ricomincia dal primo gennaio dell9anno successivo.

Ai sensi dell9art. 61 comma 2 lettera C del D.lsg 445/2000, il RGD 

conservazione documentale al fine di assicurarne l9immodificabilità e l9integrità, immediatamente e in modo automati

L9esito dell9invio e la notifica di effettiva conservazione è comunicato al sistema GEDOC mediante processi automatici.

Il registro di protocollo è un atto pubblico originario che fa fede della data e dell9effettivo ricevimento e spedizione di 

dell9ann



dati minimi di registrazione, nel registro annuale sarà riportato l9elenco di tutti i protocolli effettuati nell9anno e per o

servazione dei documenti informatici oppure dopo l9apposizione della firma qualificata.

L9esito dell9invio e la notifica di effettiva conservazione sono archiviati in automatico nel sistema.

alternativo denominato <Registro di emergenza=.

è

mediante l9immissione dei dati direttamente sulla tabella

generale di protocollo i relativi protocolli di <emergenza=.

Sul registro di emergenza deve essere riportata la causa, la data e l9ora di inizio dell9interruzione nonché la data e l9ora 

Prima di autorizzare l9avvio de

Registro di emergenza e, nel caso in cui nel corso dell9anno non si sia fatto ricorso al Registro di emergenza, a



Il periodo massimo di autorizzazione all9utilizzo del registro di emergenza è pari ad una settimana ed in ogni caso devono 

all9ultimo registrato prima dell9interruzione.

numero attribuito dal registro di emergenza si fa riferimento per l9avvio dei termini del procedimento amministrativo.



Fino a quando l9ente non adotterà un repertorio informatico le delibere e le determinazioni sa

Nel repertorio generale andrà riportato un numero progressivo, denominato <numero di repertorio=, che identifica il 

documento all9interno della serie. Il repertorio generale avrà cadenza annuale, 

●

●

●

●

●

●

●

Fino all9adozione del repertorio informatico le deliberazioni, le determinazioni e i verbali di seduta verranno archiviati 

ne relativa a gare d’appalto

ndenza che rechi nell9oggetto la dicitura <personale=, <riservato= e destinata al personale dipendente deve 



L9addetto al protocollo ch

L9addetto alla gest

è

Tutte le lettere anonime con contenuto non pertinente ai procedimenti dell9ente devono essere sottoposte 

all9attenzione del Segretario generale o di persona da lui ste

protocollate specificando < =, nel campo note dell9applicazione di protocollo, oppure eliminate. È 

corruzione, nominato ai sensi dell9art. 1 Legge n. 190/2012.

la circostanza che si tratta di <Documento privo di sottoscrizione=. Nel caso in cui il documento in questione sia parte 

della documentazione relativa ad un determinato procedimento, l9eventuale regolarizzazione sarà disposta a 

alla protocollazione indicando la dicitura <Firma illeggibile= nel campo note. 

Responsabile la rifiuta, rimandandola all9Ufficio protocollo che provvederà a riassegnare i documenti all9ufficio 

competente. E9 sconsigliato riassegnare il documento tramite la funzione <riassegna a ufficio= se non si è sicuri della 

correttezza dell9attribuzione.

izzata ad altra amministrazione, l9Ufficio 

protocollo provvederà a comunicare al mittente l9errore.

Nel caso in cui questa documentazione venga protocollata per errore si dovrà procedere all9annullamento della 



procedimenti diversi e a fascicoli diversi, l9addetto alla registrazione deve smistare il documento acquisito a sistema alle 



L9assegnazione è l9operazione che co

per conoscenza, al fine di garantire la massima trasparenza nell9ambito di qualsiasi procedimento amministrativo.

tro dipendente addetto all9unità, la responsabilità 

l9identificativo dell9utente che effettua l9operazione, la data e l9ora di esecuzione. La traccia risultante definisce, ai fini 

à̀

seguito della protocollazione, un documento viene smistato all9ufficio/unità operativa (

on l9assegnazione del documento a un ufficio si provvede al co

un collaboratore (RdP) attraverso l9apposita funzione prevista da GEDOC.

●



●

d9ufficio potrà visualizzarlo tra i doc

●

È possibile selezionare l9assegnatario dallo schema dell9organigramma reso navig

i documenti, salvo casi particolari (vedi paragrafo 7.7), devono essere assegnati ad un9unica UO di competenza per non 

rato smistamento l9UO assegnataria può:

● imandare il documento al Protocollo informandolo dell9errore attraverso il campo note disponibile in GEDOC

●

E9 possibile aggiungere altri uffici in conoscenza ad un documento assegnato li utenti dell9ufficio che 

altro per ufficio per cui il documento è in competenza. L9aggiunta di uffici 

assegnatari <in conoscenza= è ammessa per soli documenti <non riservati=. Dalle funzioni di assegnazione del 

documento si possono selezionare gli uffici tra l9elenco dei possibil

dall9organigramma dell9

del documento analogico) all9originale cartaceo. 

Successivamente gli addetti procedono alla protocollazione, alla segnatura e all9assegnazione dei documenti, 

La procedura di scansione e le successive verifiche di rispondenza precedono l9attestazione di conformità̀

tici all9originale che deve essere effettuata per il tramite dell9apposita procedura presente in GEDOC 

e sottoscritta mediante la firma digitale dell9operatore.



La ricezione dei documenti informatici indirizzati all9ente è

Nel caso in cui un documento venga ricevuto sulla PEO dell9Ufficio, il destinatario deve invitare il mittente a inviare il 

Nel caso in cui l9Ufficio decidesse di accettare la PEO occorre seguire la procedura descritta nel paragrafo 5.3. 

La classificazione è un9attività obbligatoria che permette la

ad albero definita sulla base dell'organizzazione funzionale dell9ente e consente di ordinare in maniera omogenea e 

protocollazione o meno, devono essere classificati in base al Piano di classificazione adottato dall9ente.      

o di classificazione è strutturato tenendo conto delle funzioni svolte dall9ente e non si basa sulla struttura 

organizzativa. Si configura come uno schema generale di 8voci9 articolate in modo gerarchico, partendo da quelle a 

La classificazione è propedeutica all9attività di fascicolazione e uno stesso documento può essere 

Le eventuali modifiche e integrazioni entrano in vigore, salvo casi eccezionali, il 1° gennaio dell9anno seguente.



L9archivio è il complesso dei documenti prodotti o 

Ai sensi dell9art. 52 (R) del DPR 28 dicembre 2000 n. 445 il sistema di gestione informatica dei

è

è lo strumento operativo per organizzare i documenti all9interno di un archivio ed è l9unità primaria e 



–



Il fascicolo per affare raggruppa in un unico fascicolo i documenti relativi ad una competenza che non prevede l9adozione 

Il fascicolo per attività si apre e si chiude nell9ambito dell9anno 

E9 anche conosciuto come fascicolo per oggetto o nominativo o persona e si utilizza per raggruppare tutti i documenti 

con l9obiettivo di facilitare la ge

l9accessibilità, il reperimento e la selezione della documentazione in esso contenuta. 



Le buone prassi archivistiche sconsigliano di andare oltre nella suddivisione del fascicolo, cosa che avrebbe l9e

a ciascuna fase dell9iniziativa, anche se si tratta di fasi non standardizzate come quelle di un procedimento.

Si tratta di un fascicolo che gestisce l9organizzazione/gestione di un organismo (ad esempio Gruppi di lavoro, 

Per gli organismi complessi si può considerare un9articolazione in sottofascicoli, ad esempio:

●

●



●

●

Un caso particolare riguarda la documentazione prodotta dai cosiddetti <tavoli o gruppi di studio=, che consta 

solitamente di report relativi all9analisi di determinati fenomeni. 

●

●

●

●

●

●

economico o dell9aspetto normativo.

Qualora un documento dia luogo all9avvio di un nuovo procedimento, di un9attività istruttoria, di un9attività 

provvede all9apertura di un nuovo fascicolo.

I documenti sono archiviati all9interno di ciascun fascicolo o, all9occorrenza, di un sottofascicolo/inserto, secondo 

l9ordine cronologico di registrazione.

●

●

●

●



●

L9oggetto (o descrizione) del fascicolo deve essere strutt

●

● difformità nella redazione dell9oggetto di fascicoli omologhi;

●

un9organizzazione delle informazioni costruita intorno alle seguenti regole:

●

●

●

(ovvero l9affare / attività / 

● si devono inserire nella descrizione le <parole chiave=, laddove possibile;

● nel caso di fascicoli che si ripetono nel tempo, indicare l9anno di riferimento (o altre informazioni distintive) per 

●

del fascicolo, da eventuali suoi incaricati, oppure da una o più UO nell9ambito dello stesso procedimento amministrativo. 

fascicolo deve essere chiuso al termine del procedimento amministrativo, dell9istruttoria o dell9attività cui si riferisce, 

oppure su base temporale (per esempio alla fine dell9anno solare se si tratta di un fascicolo di attività).



riferimento sia dell9analisi interna effettuata d

Periodicamente, il RDG predispone, con propria determinazione, l9elenco del materiale documentario da scar

d9archivio, accompagnata da un ele

può autorizzare la distruzione integrale o parziale dei documenti indicati nell9elenco, ovvero respingere la richiesta sulla 

L9operazione di scarto viene tracciata sul sistema di conservazione mediante la produzio





Tutti i documenti di rilievo per l9

rappresenta l9archivio unico informatico. Pertanto, la documentazione cartacea pervenuta 

●

● verifica della correttezza dell9acquisizione delle immagini mediante raffronto con l9originale

● dell9attestazione di conformità del documento informatico al documento analogico da cui è tratto, 

generata nell9ambito del sistema GEDOC;

●

documentale, che chiederà all9utente di specificare il formato del documento originale. In questo caso, l9utente dovrà 

selezionare <cartaceo=.

sistema e l9operatore provvederà a inserire i metadati previsti nel paragrafo 6.3



La firma digitale dell9attestazione di conformità è

informatico, che l9originale analogico. Dopo la firma dell9attestazione di conformità, il documento analogico dovrà 

essere archiviato nell9archivio cartaceo, me

9

La procedura deve essere conforme agli standard ISO 9001 e 27001 e a quanto riportato nell9alle



L9attestazione di conformità delle copie

essere svolta dal personale autorizzato perché finalizzata all9attestazione:

di garanzia dell9integrità del contenuto

L9archivio di deposito è costituito dai documenti relativi ad affari e a procedimenti di cui è terminata la trattazione e che

richiedono un accesso poco frequente. Nell9archivio di deposito vengono e

●

●

trattazione corrente, all9interno dei propri uffici o in locali idonei alla loro conservazione materiale adibiti ad archiv



diritto di accesso ai documenti, alle informazioni e ai dati detenuti dall9amministrazione è disciplinato dalla Legge n. 

241/90; dal D.Lgs. n. 33/2013 e dal <

Unioncamere ER”, pubblicato sul sito web istituzionale dell9ente, nella sezione Amministrazione Trasparente), nel quale 

candidature e le offerte, è regolamentato dall9art. 53 del D.Lgs. 18 aprile 2016 n. 50 (Codice dei Contratti Pubbl

L9accesso alle informazioni ambientali è regolato dal D.Lgs.

Per ciascuna richiesta di accesso l9amministrazione riporta riporta l9oggetto, la data dell9istanza e il relativo esito con l

informazioni di cui all9ALLEGATO 18.

sezione di <Amministrazione trasparente= nel sito istituzionale, nella quale sono pubblicate le informazioni soggette a 

obbligo di pubblicità, indicate nel Decreto legislativo n. 33 del 14 marzo 2013 e successive modifiche − Riordino della 



comportamenti ispirati al principio del buon andamento dell9attività amministrativa.

a) proporre o redigere progetti speciali tendenti alla valorizzazione dei documenti dell9U

conservazione, alla sicurezza dei locali di deposito e a quant9altro possa migliorare l9attività istituzionale inerente agli 

●

–

–

–

–

–

–

–

–

–

–

– –

–



– –

– FAC SIMILE ATTESTAZIONE DI CONFORMITA’ PER I DOCUMENTI ANALOGICI IN ENTRATA

–

–


